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Mobile Computing 

                                                 Unit-I 

What is mobile computing? 

Mobile computing refers to the use of portable computing devices, such as smartphones, 

tablets, laptops, and wearable devices, to access, process, and transmit data while on the move. 

It allows users to remain connected to networks, access information, and perform tasks without 

being tethered to a specific location, making it a fundamental part of modern life and work. 

Key components of mobile computing include: 

1. Portable Devices: 

Devices like smartphones, tablets, laptops, and smart watches that are designed for mobility. 

These devices are compact, lightweight, and equipped with the necessary hardware to 

perform computing tasks. 

2. Wireless Connectivity: 

Mobile computing relies on wireless communication technologies like Wi-Fi, 4G/5G cellular 

networks, Bluetooth, and GPS to enable internet access, communication, and data transfer. 

This allows users to stay connected to networks and access resources regardless of their 

physical location. 

3. Mobile Software: 

Applications (apps) and mobile operating systems (like iOS, Android, or Windows) enable 

mobile devices to perform specific functions and tasks, ranging from productivity tools to 

entertainment, communication, and location-based services. 

4. Cloud Computing: 

Mobile computing often relies on cloud services to store data and run applications. Cloud 

computing allows users to access their files and software from any device with an internet 

connection, reducing the need for heavy local storage or computing power on mobile devices. 

5. Data Synchronization: 

Mobile devices frequently sync data with remote servers or cloud storage, ensuring that users' 

information is updated across different devices in real-time. This allows seamless transitions 

from one device to another. 

 

Examples of Mobile Computing: 



1. Smartphones and Tablets: Using apps for work, social media, banking, and more 

while on the go. 

2. Mobile Office Work: Working from a laptop or tablet using cloud-based software 

and email, enabling remote work and business communication. 

3. GPS Navigation: Devices like smartphones using location services to provide real-

time navigation and mapping for driving, walking, or biking. 

4. Mobile Payment Systems: Using smartphones or smartwatches to make payments 

via apps like Apple Pay, Google Pay, or other mobile wallets. 

 

Advantages of Mobile Computing: 

 Flexibility: Work, communicate, and access information from anywhere. 

 Convenience: Carry out tasks like shopping, banking, and entertainment while on the 

move. 

 Productivity: Access work tools and collaborate with others even when away from 

the office. 

Challenges: 

 Security: Mobile devices can be vulnerable to data breaches, loss, or theft if not 

properly secured. 

 Battery Life: Continuous usage of mobile devices can drain battery quickly, requiring 

frequent charging. 

 Connectivity: Network coverage can be unreliable, especially in rural or remote 

areas. 

 

Mobile computing is transforming the way people live and work, enabling constant 

connectivity and access to information no matter where you are. It has led to the rise of the 

"always-on" culture, where people can work, socialize, and entertain themselves without 

being restricted by location. 

 

 

Issues in Mobile Computing 

Mobile computing has revolutionized the way people interact with technology, but it also 

brings several challenges and issues that need to be addressed. Here are some of the most 

significant issues in mobile computing: 

1. Security and Privacy: 

 Data Breaches: Mobile devices often store sensitive personal information, like 

passwords, banking details, and private communications. If a device is compromised 

(e.g., through hacking, malware, or theft), this information can be exposed. 



 Malware and Phishing: Mobile devices are increasingly targeted by malicious 

software, phishing attacks, and fraudulent apps. Since many people download apps 

from third-party sources, there’s a risk of installing harmful software. 

 Location Tracking: Mobile devices have built-in GPS and location services, which 

can pose privacy risks if they are misused by apps or hackers to track users’ 

whereabouts without their consent. 

 Public Wi-Fi Security: Using public Wi-Fi networks can expose mobile devices to 

man-in-the-middle attacks and eavesdropping, especially when accessing sensitive data 

or making transactions. 

2. Battery Life: 

 Mobile devices rely on rechargeable batteries, and their performance tends to degrade 

over time, reducing battery life. 

 The need for continuous connectivity, location services, and running apps in the 

background can drain a mobile device’s battery rapidly, especially during intensive 

tasks like video streaming or gaming. 

 Battery life becomes especially problematic for users who are frequently on the move 

and might not have immediate access to charging facilities. 

3. Connectivity and Network Limitations: 

 Unreliable Network Coverage: While 4G and 5G networks are becoming more 

widespread, there are still areas where network connectivity is poor or unavailable 

(especially in rural or remote locations). This can hinder the functionality of mobile 

apps that rely on a stable internet connection. 

 Data Consumption: Some mobile apps consume large amounts of data, leading to high 

costs, especially for users with limited mobile data plans. Data throttling or poor 

connection speeds can also hinder the user experience. 

4. Device Fragmentation: 

 There are numerous mobile devices with varying screen sizes, operating systems (e.g., 

iOS, Android), and hardware capabilities. This fragmentation can cause issues for app 

developers, who must ensure that their apps are compatible with a wide range of 

devices. 

 The variety of device specifications can also make it difficult for mobile computing 

solutions to work seamlessly across all devices. 

5. Performance and Processing Power: 

 Mobile devices are generally less powerful than desktop computers or laptops, which 

can limit their ability to handle resource-intensive tasks (e.g., heavy video editing, 

complex simulations). 

 The processing power and RAM available on mobile devices are limited, which can 

lead to slower performance if too many apps or processes are running simultaneously. 

6. Storage Limitations: 



 Mobile devices typically have less storage capacity than traditional computers, which 

can limit the amount of data, apps, and files that can be stored locally. Users often rely 

on cloud storage, but this introduces issues related to data synchronization and cloud 

service reliability. 

 Lack of storage can be problematic, particularly for users who have limited access to 

high-speed internet or cloud services. 

7. User Interface (UI) and Experience (UX): 

 Designing user-friendly and intuitive interfaces for mobile devices can be challenging 

due to the small screen size and the need for touch-based navigation. Complicated 

interfaces can frustrate users and impact the usability of mobile apps and services. 

 Poor UI/UX design may lead to usability issues, making it hard for users to efficiently 

access features or information. 

8. Compliance and Legal Issues: 

 Data Protection Laws: Mobile computing often involves the collection, storage, and 

transmission of personal data. Different countries have different laws and regulations 

regarding data protection (e.g., GDPR in Europe), and businesses must ensure that they 

comply with these laws when operating in multiple regions. 

 Location-based Services: The use of GPS and other location-based services can raise 

legal and ethical issues about consent and data ownership, especially if users are 

unaware of how their location data is being used or shared. 

9. App Store and Platform Issues: 

 App Approval and Restrictions: Mobile app stores (like Apple App Store or Google 

Play Store) impose rules and guidelines for app developers. These rules can sometimes 

be restrictive, and apps may be rejected for reasons that developers may find unclear or 

unfair. 

 App Updates and Compatibility: Constant updates for apps and mobile operating 

systems can cause compatibility issues. Sometimes, app developers do not update their 

apps regularly to keep up with new OS versions or device requirements. 

10. Lack of Standardization: 

 Cross-Platform Compatibility: Mobile apps often have to be developed separately for 

different operating systems (iOS and Android), which can create additional work and 

costs for developers. Cross-platform development tools aim to address this but still 

come with their own challenges. 

 Hardware Variability: Differences in hardware specifications (e.g., processors, screen 

sizes, or camera quality) between devices can cause inconsistencies in how apps 

perform or display content. 

 

Addressing These Issues: 



While the above issues pose significant challenges, they can be managed with the following 

approaches: 

 Enhanced Security Practices: Using encryption, two-factor authentication (2FA), and 

secure networks (VPNs) can mitigate many of the security and privacy risks. 

 Battery Management: Optimizing apps to reduce battery drain and encouraging users 

to enable battery-saving features can help extend battery life. 

 Improved Connectivity: Building apps that are optimized to work with limited 

connectivity or that provide offline modes can alleviate some of the issues caused by 

unreliable network access. 

 Cross-Platform Development: Tools like Flutter, React Native, and Xamarin allow 

developers to create apps that work across multiple platforms, addressing device 

fragmentation. 

 Cloud Integration: Utilizing cloud services to offload storage and computing power 

can help with performance and storage limitations. 

 

Conclusion: Mobile computing offers convenience and flexibility, but the issues it brings—

such as security risks, battery life concerns, connectivity challenges, and device limitations—

require careful attention. Users and developers alike need to find ways to mitigate these 

problems through good practices, technology improvements, and understanding of the 

underlying challenges. 

 

CHARACTERISTICS OF MOBILE COMPUTING 

  

1.     Portability - The Ability to move a device within a learning environment or to 

different environments with ease. 

 2.     Social Interactivity - The ability to share data and collaboration between users. 

 3.     Context Sensitivity - The ability to gather and respond to real or simulated data 

unique to a current location, environment, or time. 

 4.     Connectivity - The ability to be digitally connected for the purpose of communication 

of data in any environment. 

 5.     Individual - The ability to use the technology to provide scaffolding on difficult 

activities and lesson customization for individual learners. 

 6.     Small Size - Mobile devices are also known as handhelds, palmtops and smart phones 

due to their roughly phone-like dimensions. A typical mobile device will fit in the average 

adult's hand or pocket. Some mobile devices may fold or slide from a compact, portable mode 

to a slightly larger size, revealing built-in keyboards or larger screens. Mobile devices make 

use of touch screens and small keypads to receive input, maintaining their small size and 

independence from external interface devices. The standard form of a mobile device allows the 



user to operate it with one hand, holding the device in the palm or fingers while executing its 

functions with the thumb. 

  

Netbooks and small tablet computers are sometimes mistaken for true mobile devices, 

based on their similarity in form and function, but if the device's size prohibits one-handed 

operation or hinders portability, then it cannot be considered a true mobile device. 

  

7.     Wireless Communication - Mobile devices are typically capable of communication 

with other similar devices, with stationary computers and systems, with networks and 

portable phones. Base mobile devices are capable of accessing the Internet through 

Bluetooth or Wi-Fi networks, and many models are equipped to access cell phone and 

wireless data networks as well. Email and texting are standard ways of communicating with 

mobile devices, although many are also capable of telephony, and some specialized mobile 

devices, such as RFID and barcode 

 

OR 

 

Mobile computing is defined by several key characteristics that make it distinct from 

traditional computing systems. These characteristics enable users to access data and perform 

tasks anytime and anywhere, making mobile computing an essential part of modern life. Here 

are the primary characteristics of mobile computing: 

1. Portability: 

 Definition: Mobile computing devices are designed to be lightweight and portable, 

allowing users to carry them easily and use them on the go. 

 Example: Devices like smartphones, laptops, tablets, and smartwatches can be taken 

anywhere, offering the convenience of computing without being tethered to a fixed 

location. 

2. Connectivity: 

 Definition: Mobile devices rely on various wireless technologies to stay connected to 

the internet, networks, and other devices. 

 Example: Mobile computing uses Wi-Fi, cellular networks (e.g., 4G, 5G), Bluetooth, 

and GPS to enable continuous communication and data exchange, even when the user 

is moving. 

3. Wireless Communication: 

 Definition: The ability to transmit and receive data wirelessly is a core feature of 

mobile computing. 



 Example: Users can access the internet or communicate through text, email, or voice 

calls without needing a physical connection to a network. 

4. Mobility: 

 Definition: One of the most defining aspects of mobile computing is the ability to 

perform computing tasks while moving. Users are not confined to specific locations 

like an office or home. 

 Example: A person can use their phone or tablet to check emails, access documents, or 

make calls while traveling, in a café, or even while commuting. 

5. Interactivity: 

 Definition: Mobile computing devices offer real-time interaction with users through 

touch screens, voice recognition, and other input methods. 

 Example: Touch gestures (e.g., swiping, tapping) on smartphones and tablets allow 

users to interact with apps, making mobile devices intuitive and easy to use. 

6. Location Independence: 

 Definition: Mobile computing enables users to access services and data from anywhere, 

often regardless of their physical location. 

 Example: Cloud-based apps allow users to access their files, documents, and services 

from any location, as long as there is an internet connection. GPS features enable 

location-based services such as navigation, tracking, and geo-tagging. 

7. Real-time Data Processing: 

 Definition: Mobile computing supports real-time data collection, processing, and 

transmission, which is crucial for many applications like navigation, messaging, and 

remote monitoring. 

 Example: A mobile app for traffic navigation continuously updates traffic data and 

suggests alternate routes in real time based on live data from other users and traffic 

sensors. 

8. Battery-Powered: 

 Definition: Mobile devices rely on batteries for power, which adds a layer of 

complexity to their usage. Devices are designed to run efficiently on limited battery life 

while still providing all essential functions. 

 Example: Smartphones, laptops, and tablets all need to manage battery usage carefully 

to ensure they last long enough to meet the user's needs throughout the day. 

9. Data Synchronization: 

 Definition: Mobile devices often synchronize data with cloud servers or other devices, 

ensuring that users have the latest information across their devices. 



 Example: When a user updates a contact or calendar entry on their phone, the change 

is synchronized with the user’s cloud account, ensuring the information is consistent 

across all devices (e.g., desktop, tablet, phone). 

10. Multitasking: 

 Definition: Mobile devices allow users to switch between multiple tasks or apps 

simultaneously, making it easy to handle different activities at once. 

 Example: A user might be browsing the internet while listening to music, responding 

to an email, and receiving a message—all on the same mobile device. 

11. User-Friendliness: 

 Definition: Mobile devices are designed to be user-friendly, with intuitive interfaces 

such as touchscreens, voice commands, and simplified app designs. 

 Example: The use of icons, gestures, and voice assistants (e.g., Siri, Google Assistant) 

makes mobile computing accessible even to non-technical users. 

12. Cloud Computing Integration: 

 Definition: Mobile computing often leverages cloud services to store and access data 

remotely, reducing the dependency on local storage and enhancing the functionality of 

mobile devices. 

 Example: Cloud storage services like Google Drive or iCloud allow users to store 

photos, documents, and apps remotely and access them from any device with internet 

access. 

13. Touch and Gesture Interface: 

 Definition: Mobile devices primarily use touch and gesture-based input systems, 

allowing users to interact with the device by tapping, swiping, pinching, and other 

touch-based gestures. 

 Example: Smartphones and tablets use multi-touch screens to allow users to zoom 

in/out, swipe between screens, or select items with ease. 

14. Context-Awareness: 

 Definition: Some mobile devices can sense the environment and adjust functionalities 

based on contextual factors like location, time, or motion. 

 Example: A mobile app that offers location-based services, such as offering discounts 

when the user is near a store, or adjusting the screen brightness based on the 

surrounding light conditions. 

15. Scalability: 

 Definition: Mobile computing allows for scalability in terms of both hardware and 

software. This makes it adaptable to a wide range of use cases, from personal to 

enterprise applications. 



 Example: A mobile app might scale its features depending on whether it’s being used 

by an individual user or an enterprise with multiple accounts and user permissions. 

 

Summary of Mobile Computing Characteristics: 

 Portability and mobility allow users to work or entertain themselves anywhere. 

 Connectivity and wireless communication enable constant access to the internet and 

data. 

 Real-time data processing and location independence provide users with immediate 

and relevant information. 

 Battery-powered operation ensures devices can be used on the go, though it introduces 

challenges related to power management. 

 User-friendly interfaces and touch/gesture-based input make these devices 

accessible and easy to use. 

Mobile computing is transforming how people interact with technology and access services, 

making it a key driver of the modern, connected world. 

 

Overview of wireless telephony: Cellular Concept 

 

Cellular Concept 

    

The cellular concept divides the mobile network into the small areas called cells. Each cell has 

a base station that communicates with mobile devices within that cell. The same radio 

frequencies can be reused in different cells far apart. As you move, your device automatically 

switches to the new cell's base station in a process called handoff. This allows efficient use of 

limited frequencies to provide wide coverage and better service. 

What is a Cellular Concept? 

The cellular concept refers to the way mobile communication networks are designed and 

organized. Instead of having the big powerful transmitter covering the large area the network 

is divided into the smaller areas called cells. Each cell has its own small transmitter called a 

cell site or the base station. This base station can communicate with mobile devices like phones 

or tablets within that cell. The idea behind this cellular setup is to allow the same radio 

frequencies to be reused in different cells that are far apart. This way more people can use the 

network without the interference. 

When you move from one cell to the another while on the call or using internet your mobile 

device automatically switches to the new cells base station. This process is called 

the handoff or handover and it happens seamlessly without you noticing. The cellular concept 

allows the mobile networks to provide the coverage over a wide area while using the limited 

radio frequencies efficiently. It also helps to distribute the network load and provide better 

quality of service to the more users. 

Frequency Scarcity Problem 

If we use dedicated RF loop for every subscriber, we need a very large bandwidth to serve even 

a small number of subscribers in a single city. 



Example 
A single RF loop requires 50 kHz bandwidth. So for the one hundred thousand (100,000) 

subscribers we would need 100,000 x 50 kHz = 5 GHz bandwidth. 

To avoid needing such a huge bandwidth, subscribers have to share the RF channels instead of 

having dedicated loops for each. This sharing can be done using multiple access methods 

like FDMA, TDMA, or CDMA. Even with sharing, the number of RF channels needed to serve 

many subscribers becomes very high. 

Example 
Consider an area with 30 subscribers per square kilometer. Assume a 1% chance of not getting 

a channel (grade of service), and each subscriber using the service for 30 minutes on average 

(traffic offered). Then the number of RF channels required would be the following. 

Radius (km) Area (sq km) Subscribers RF Channels 

1 3.14 100 8 

3 28.03 900 38 

10 314 10,000 360 

For 10,000 subscribers, to allocate 360 radio channels, we would need a bandwidth of 360 x 

50 KHz = 18 MHz. Having this much bandwidth is not possible. Therefore to avoid needing 

extremely large bandwidths, subscribers have to share channels instead of dedicated channels 

for each. The cellular concept allows the efficient use and reuse of the channels to provide the 

service with the limited bandwidth. 

Cellular Approach 

With limited radio frequency resources, the cellular principle can serve many subscribers at an 

affordable cost. In a cellular network, the total area is divided into smaller areas called "cells". 

Each of the cell can cover the limited number of mobile subscribers within its boundaries. Each 

cell can have the base station with the number of radio channels. 

Frequencies used in one cell area will be reused at the same time in a different cell that is far 

away. For example The typical seven cell pattern can be used. 

 

 
The total available frequency resources are divided into seven parts, with each part having a 

number of radio channels. One part is allocated to the each cell site. In the group of 7 cells the 

https://www.geeksforgeeks.org/frequency-division-multiple-access-fdma-techniques/
https://www.geeksforgeeks.org/importance-of-cdma-in-todays-cellular-world/


available frequency spectrum is fully used. The same seven sets of the frequency can be reused 

after the certain distance. The group of cells where the available frequency spectrum is totally 

used up is called a cluster of cells. 

Two cells with the same number in adjacent clusters use the same set of radio channels. These 

are called "co-channel cells". The distance between the cells using the same frequency should 

be enough to keep the interference between them at an acceptable level. Cellular systems are 

limited by this co-channel interference. 

The cellular principle enables the following : 
1. More efficient use of limited radio frequency resources. 

2. Manufacturing of all subscriber devices in a region with the same set of channels, so any 

mobile can be used anywhere within that region. 

Adjacent Channel Interference 

A given data center zone/rack uses a number of server ports. Because the network switches are 

not perfect, they allow nearby traffic to leak into the designated bandwidth. This causes 

adjacent port interference. This interference can be reduced by keeping the port number 

separations between each server in a given rack as large as possible. When the utilization factor 

is high, this separation may not be enough. 

A port separation, by selecting server ports that are more than 6 numbers apart, is sufficient to 

keep adjacent port interference within acceptable limits. 

For example, the data center which follows the 4/12 pattern N = 4 

Racks = 3 per zone 

 

1. Rack A will use server ports 1, 13, 25, and so on. 

2. Rack B will use server ports 5, 17, 29, and so on. 

3. Rack C will use server ports 9, 21, 33, and so on. 

Trunking 

Cellular radios rely on trunking to serve a large number of users with limited radio spectrum. 

Each user is given a channel when needed for a call. When the call ends, the channel is returned 

to the common pool of radio channels. By sharing channels from a pool in this way, instead of 

dedicating channels to each user, trunking allows many users to be accommodated with fewer 

channels overall. This makes efficient use of the limited radio spectrum available. 

Grade of Service (GOS) 

Because of trunking, there is a chance that a call may be blocked if all the radio channels are 

being used. This is called 'Grade of Service' or 'GOS'. Cellular designers estimate the maximum 

https://www.geeksforgeeks.org/co-channel-and-adjacent-channel-interference-in-mobile-computing/


number of users and allocate the proper number of radio channels, in order to meet the desired 

GOS. For these calculations, an 'Erlang B' table is used. 

The Erlang B table helps determine how many channels are needed to provide a certain level 

of service, based on the expected traffic load. By referring to this table, designers can plan the 

right number of channels to achieve the target GOS, which is the probability of a call being 

blocked. 

Cell Splitting 

When the number of employees reaches a maximum in a starter office floor (initial layout) and 

no more workstations are available, then the starter floor is divided, usually into four smaller 

sections. After dividing, the workforce capacity increases by four times, and more employees 

can be accommodated. 

After 'n' divisions the workforce capacity will be: 

W2 = W0 × 4n 

(W2 is the new workforce capacity and W0 is the original workforce capacity) 

The ambient noise level will be reduced: 

N2 = N0 – n × 6 dB 

(N2 is the new noise level and N0 is the original noise level) 

Office space division improves the capacity to accommodate more employees and also lowers 

the ambient noise level in each section. 

Conclusion 

The cellular concept allows efficient use of limited radio spectrum by dividing the coverage 

area into small cells. Each cell has its own base station and set of channels that can be reused 

in other cells far away. This enables serving many mobile subscribers with better quality 

service using the same frequencies multiple times across the network. 

Key aspects like frequency reuse, channel sharing through trunking, controlling interference, 

and cell splitting help maximize capacity while minimizing required bandwidth. The cellular 

approach is essential for providing widespread mobile communication affordably. 

 

 

OR 

 

 

Wireless telephony, specifically the cellular concept, is a technology used to provide mobile 

communication services (voice, data, etc.) through a network of interconnected base stations, 

which are grouped into “cells” in a specific geographical area. The main idea is to divide a 

larger area into smaller regions or "cells" to allow for efficient use of the limited radio 

spectrum. 

Here’s a breakdown of the cellular concept: 

1. Cells 

 The service area is divided into small geographic areas, each called a "cell". Each cell 

has its own base station (or cell tower) that handles communication for users within 

that cell. 

 Cells are usually hexagonal or circular in shape, though this is a simplified model. In 

practice, their shapes may vary depending on terrain and urban planning. 

2. Base Stations 



 A base station (or cell tower) is a communication node that connects mobile devices 

to the network. It manages the radio communication with mobile users in its cell. 

 The base station is connected to the rest of the cellular network, typically through a 

wired or wireless link, providing access to the wider telecommunications 

infrastructure. 

3. Frequency Reuse 

 The key idea behind cellular technology is frequency reuse. By using different 

frequencies in neighboring cells (or reusing the same frequencies in non-adjacent 

cells), the system maximizes the efficient use of the radio spectrum. This allows for a 

large number of users in a geographic area without interfering with one another. 

4. Handovers 

 As a mobile user moves from one cell to another, their call or data session is handed 

off from one base station to another. This is known as a handover or handoff. This 

allows continuous service as users travel. 

5. Cellular Network Structure 

 The cellular network consists of several layers: 

o Access network (RAN - Radio Access Network): Responsible for 

connecting mobile devices to the network via radio frequencies. 

o Core network: Manages connections, routing, and data transfer between base 

stations, other networks, and the internet. 

6. Types of Cellular Systems 

 Cellular networks have evolved over time, with several generations of technology: 

o 1G (First Generation): Analog voice communication. 

o 2G (Second Generation): Digital voice and SMS/text messaging. 

o 3G (Third Generation): Higher-speed data and video calling. 

o 4G (Fourth Generation): High-speed internet, HD video streaming, and 

advanced services. 

o 5G (Fifth Generation): Ultra-fast data speeds, low latency, and IoT (Internet 

of Things) support. 

7. Advantages of Cellular Systems 

 Efficient Spectrum Use: Frequency reuse allows for greater capacity and better 

utilization of the available radio spectrum. 

 Scalability: Cellular systems can grow easily by adding more cells and base stations. 

 Mobility: Allows users to remain connected even as they move across different 

geographical areas. 

8. Challenges 

 Interference: As cells reuse frequencies, there’s a need to manage interference 

between adjacent cells. 



 Handover Complexity: Managing handovers, especially in high-traffic areas or when 

users are moving quickly (e.g., in cars), can be challenging. 

 Coverage and Capacity: Ensuring that all areas are covered and can support a large 

number of users without degrading service quality. 
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